
ICMP Spoofing
In this task, the attacker wants to launch a Smurf attack, i.e., send ICMP responses to a
victim exploiting reflection from another node of the network. Please complete the code with
the IP address of the sender and receiver. The reflecting node is not important, choose the
one you prefer.

Instructions on basic stuff
2) Build and turn on containers (dcbuild, dcup)
3) If for any reason it does not work, shut down all containers and remove them with the
following commands
docker stop $(docker ps -a -q)
docker rm $(docker ps -a -q)
and get back to step 2
4) To see the ID assigned to your containers, use dockps
5) To move into a container, use docksh ID
6) To create a file use touch name_file
7) To modify the file use nano (to save CTRL+O, CTRL+X)


